User Administration

### Quick Start Guide

#### Copyright Agreement

The purchase and use of all Software and Services is subject to the Agreement as defined in CloudActiv8’s “Click-Accept” EULA as updated from time to time by CloudActiv8 at http:/[/www.CloudActiv8.com/](http://www.kaseya.com/jp/legal.aspx)legal.aspx. If Customer does not agree with the Agreement, please do not install, use or purchase any Software and Services from CloudActiv8 as continued use of the Software or Services indicates Customer’s acceptance of the Agreement.”
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# Organizations

Typically an organization is a customer, but an organization could also be a business partner. Most user defined objects in the CLOUDACTIV8 belong to an organization. Every managed machine, managed device and CLOUDACTIV8 user belongs to an organization. They are optionally associated with scopes, tickets and service desks.

#### Organizations and Managed Machines

Each agent installed on a managed machine is assigned a unique **machine ID / group ID / organization ID**. All machine IDs belong to a machine group ID and optionally a subgroup ID. All machine group IDs belong to an organization ID. An organization typically represents a single customer account. If an organization is small, it may have only one machine group containing all the machine IDs in that organization. A larger organization may have many machine groups and subgroups, usually organized by location or network. For example, the full identifier for an agent installed on a managed machine could be defined as jsmith. sales.chicago.acme. In this case sales is a subgroup ID within the chicago group ID within the organization ID called acme. In some places in the CLOUDACTIV8, this hierarchy is displayed in reverse order. Each organization ID has a single default machine group ID called root. Group IDs and subgroup IDs are created using the System > Orgs/Group/Depts/Staff > Manage > Machine Groups page.

#### Pre-Defined Organizations

Three pre-defined organizations are provided:

* myOrg is the organization of the service provider using the CLOUDACTIV8. All other organizations in the CLOUDACTIV8 are second party organizations doing business with myOrg. The default name of myOrg, called My Organization, should be renamed to match the service provider's company or organization name. *This name displays at the top of various reports to brand the report.* Agents installed to internally managed machines can be assigned to this organization. *CLOUDACTIV8 user logons are typically associated with staff records in the* myOrg *organization.* myOrg cannot be assigned a parent organization.
* Kserver is the org assigned to agents installed on your CloudActiv8 Server. This makes it easy to apply specialized settings to the CloudActiv8 Server, which is typically maintained differently from other agent managed machines.
* Unnamed is the default organization to assign an agent. Maintaining multiple agent install packages in Agent > Manage Packages, one for each organization, can be time consuming. Instead some server providers use a single agent package for the unnamed organization and perform all installs using this package. System > Naming Policy can reassign new agents to the correct organization.group ID automatically—the first time the agents check in—based on each managed machine’s IP or connection gateway. Agent > Copy Settings may be used afterwards, to manually copy specific kinds of agent settings by machine ID template to the type of machine revealed by the initial audit.

# Scopes

#### Scope Data Objects

There are five types of data objects that can be assigned to scopes. Each are defined outside of scopes before being assigned to scopes.

* **Organizations** - An organization is typically a customer but not necessarily only customers. An organization record contains certain general information, such as its name and address, number of employees and website. An organization also defines a hierarchy of additional information, as

illustrated below, representing all the machine groups and personnel within that organization. Organizations are defined using System > Orgs/Groups/Depts/Staff > Manage.
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* **Machine Groups** - Machine groups are groups of managed machines within an organization. Machine Groups are defined using System > Orgs/Groups/Depts/Staff > Manage > Machine Groups.
* **Machines** - A managed machine is a computer with an agent installed on it. Each machine has to belong to a machine group. Machines are typically created using the Agents > **Manage Packages** page.
* **Departments** - A department is a group of staff members within an organization. A staff member is not necessarily the same as a machine user. Departments and staff members are defined using System > Orgs/Groups/Depts/Staff > Manage > Departments.
* **Service Desk** - A service desk processes tickets using the **Service Desk** module. Service desks are defined using Service Desk > Desk Configuration > Desk Definition.

#### Scopes

The **Scopes** page defines *visibility* of certain types of user-defined data objects throughout the CLOUDACTIV8. For example, a user could see some machine groups, but not be able to see other machine groups. Once a scope has made a data object visible to a user, the functions the user can perform on that data object are determined by user role. Scopes enables CLOUDACTIV8 users responsible for user security to create different scopes of data objects and assign them to different populations of users.

#### Scope Assignment

The parent-child relationships between data structures affect how scopes are maintained.

##### Implicit Assignment

Assigning any parent record to a scope *implicitly* assigns all child records to that same scope. For example, assigning an organization to a scope includes the following in that same scope:

* Child organizations.
* Machine groups of the organization and any child organizations.
* Machines of the machine groups in that organization and any child organizations.
* Departments in the organization and any child organizations.

##### Explicit Assignment

The only way to include a top-level organization in a scope is to manually add it to that scope, because no parent record exists to include it. This is called explicit assignment. You can also explicitly assign a lower level object in scope, *but only if the lower level object is not already assigned implicitly to the scope through its parent.* For example, you could include a machine group explicitly, without adding the machine group's parent organization. You can also explicitly include individual machines and departments in a scope without including their parent records.

##### All in Scope

The **Scopes** function provides an **All in Scope** button, when appropriate. The button displays a window that lists all records in a particular Scope tab, regardless of whether records are assigned implicitly or explicitly.

# User Roles

User roles determine what functions a *user* can access.

#### Role Types

CloudActiv8 licensing is purchased by role type. There are separate role types for licensing users by *user role type* and licensing machines by *machine role type*. Each role type enables selected functions listed in the User Roles > Access Rights tab and Machine Roles > Access Rights tab. The number of role type licenses purchased displays in the System > License Manager > Role Type tab. Each role type license specifies the number of *named users* and *concurrent users* allowed.

#### User Roles Types

Every user role must be assigned to at least one user role type. If a user role is assigned to more than one role type, access to a function is enabled if any one of the role types enables access to that function. Function access can be optionally limited further by user role or machine role. Examples of user role types include, but are not limited to:

* **CLOUDACTIV8 Admin** - Includes both master users and standard users.
* **End Users** - Provides limited access to selected functions in the CLOUDACTIV8. Primarily intended for customers of service providers. Customers can logon to the CLOUDACTIV8 and print reports or look at tickets about their own organizations.
* **Service Desk Technician** - Can edit **Service Desk** tickets and run reports, but not configure service desks, support tables or service desk procedures.
* **Service Desk Admin** - Can do anything in **Service Desk**.
* Additional SaaS user role types are defined and depend on the bundle purchased.

# Machine Roles

The **Machine Roles** page controls access to the Portal Access (Classic) window. Portal Access is a Live Connect (Classic) session initiated by the machine user. The machine user displays the **Portal Access** page by clicking the agent icon on the system tray of a managed machine. **Portal Access** contains machine user options such as changing the user's contact information, creating or tracking trouble tickets, chatting with CLOUDACTIV8 users or remote controlling their own machine from another machine.

#### Machine Role Types

Every machine role must be assigned to a machine role type. *For the initial release of CloudActiv8 2, there is only one machine role type.* The machine role type determines the type of *machine-based-license* to apply to machines included in a machine role. For example, if you create a machine role called StdMach and assign StdMach to the machine role type called Basic Machine—and there are 150 machines in the StdMach machine role—then the System > License Manager shows 150 of the total number of Basic Machine licenses used.

# Users

Each user must be assigned at least one role and one scope. You can assign multiple roles and scopes to a user, but *only one role and one scope is active at any one time.* The active role and scope are selected using the **Role** and **Scope** drop-down lists in the top-right corner of the page. You can reset the user's password, enable/disable user logons and log off users if you have access to these functions.

#### Master Users vs Standard Users

A master user is a CLOUDACTIV8 user that uses a Master user role and a Master scope. The Master user role provides user access to all functions throughout the CLOUDACTIV8. The Master scope provides access to all scope data objects throughout the CLOUDACTIV8. A Master user role can be used with a non-Master scope, but a Master scope cannot be used with a non-Master role. CloudActiv8 Server management configuration and other specialized functions can only be performed by Master role users. The term *standard user* is sometimes used to indicate a user that does not use a Master user role and a Master scope.

# Create a New Master User

#### Forgotten User Password

If you have forgotten your master user account password, the system provides a way for you to create a new master user account or reset just the password of an existing master user account. This enables you to log back in to the system and retrieve the forgotten account information. A master user is a CLOUDACTIV8 user that uses a Master user role and a Master scope.

#### Creating a New Master User Account

1. Log in to the machine running the CloudActiv8 Server.
2. Access the following web page:

<http://localhost/LocalAuth/setAccount.aspx>

1. Enter a new account name in the **Master User Name** field.
2. Enter a password in the **Enter Password** field and confirm it by re-typing it in the **Confirm Password**

field.

1. Enter an email address in the **Email Address**.
2. Click **Create**.

You can now log on to the system using the new master user account.

#### Reset the Password of an Existing Master User Account

1. Log in to the machine running the CloudActiv8 Server.
2. Access the following web page:

<http://localhost/LocalAuth/setAccount.aspx>

1. Enter an existing, enabled master account user name in the **Master User Name** field.
2. Enter a password in the **Enter Password** field and confirm it by re-typing it in the **Confirm Password**

field.

1. Skip the **Email Address**. You cannot reset the email address of an existing user using this web page.
2. Click **Create**.

You can now log on to the system using the existing master user account.

# Sharing User-Owned Objects

Each user has the ability to create user-owned objects—such as filtered views, reports, procedures, or monitor sets. Typically these objects start out as private objects. As a private object no other user can see them or use them. These user-owned objects can be shared with other *user roles* or with individual *users*. In some cases, a Master role user can make a user-defined object public for all users. Share options can include the right to use an object, edit, export, delete, or share an object with additional users. Share rights are set by each individual object separately. You can elect to share a user-owned object with:

* Any user roles you are a member of, whether you are currently using that user role or not.
* Any individual users that are members of your current scope.

If share rights for an object are granted by both user role and individual user, share rights are added to one another.

Typically a **Share** button displays on any page or dialog that edits a user-owned object. Individual **Share**

buttons sometimes display next to each user-owned object in a list. Examples of user-owned objects in the CLOUDACTIV8 are:

* View Definitions
* Manage Packages install packages
* Monitoring Dashlets
* Agent Procedures folders
* Service Desk Procedures folders
* Monitor Sets folders
* SNMP Sets folders
* Reports folders
* Report Sets folders
* **Service Desk** ticket named filters

#### Sharing Options

* Adding a user or user role to the **Shared Pane** allows that user to use that object. No additional rights have to be assigned to the user or user role to use that object.
* Checking any *additional rights*—such as **Edit**, **Create**, **Delete**, **Rename**, or **Share**—when you *add* the user or user role, provides that user or user role with those additional rights. You have to remove the user or user role and re-add them to make changes to their additional rights.
* **Share** means the users or user roles can assign share rights.

##### Legacy Share Options

Certain functions in the CLOUDACTIV8 still set sharing rights using a legacy dialog as follows:

* Share rights are assigned *by object*. There are three sharing checkbox options. The first two checkboxes are *mutually exclusive* and determine what share rights are assigned. If neither of the first two checkboxes are checked, the shared object can only be seen by the users given share access, but the object cannot be used nor edited. The **Shared** and **Not Shared** list boxes and the third checkbox determine who can *see* the object.
  + **Allow other administrators to modify** - If checked, share rights to the object includes being able to use it, view its details and edit it.
  + **Other administrators may use but may not view or edit** - If checked, share rights to the object only allows using it.
  + **Make public (seen by all administrators)** - If checked, ensures that *all* current and future CLOUDACTIV8 users can *see* the object. If blank, only selected user roles and users can see the shared object. If blank, and new users or user roles are added later, you have to return to this dialog to enable them to see the specific object.

# CLOUDACTIV8 Logon Policies

Once a CLOUDACTIV8 user is defined in System > User Security, a number of functions manage when and how users can logon and the features that are available to them during logon.

CLOUDACTIV8 user logon options are specified using:

* System > Users - Optionally reset the user's password, or force the user to change his or her password, or enable/disable the user's logon or log a user off.
* System > **Preferences** - The **Preferences** page sets preference options that typically apply

*only to the currently logged in* user.

* System > **Change Logons** - The **Change Logon** page sets your CLOUDACTIV8 logon username and password. These preference options apply *only to the currently logged on* user.
* System > **Logon Policy** - The **Logon Policy** page sets logon policies that apply to all CLOUDACTIV8 users.
* System > **Logon Hours** - The **Logon Hours** page determines *when* users can logon to the CLOUDACTIV8 by specifying the weekdays and hours for each user role. Each day of the week can have different hours of operation set.
* System > Site Customization > Logon Page - Set options that display on the logon page.
* System > Site Customization > Site Header - Set options that display on the logon page.

## Preferences

###### System > User Settings > Preferences

The **Preferences** page sets system-wide preferences that apply *only to the currently logged on* user.

* **Set email address to deliver messages for this administrator to** - Specifies the email address that alerts, ticket notifications and other email messages will be sent to. After entering the email address, click **Apply** to make it active. Previously set alerts retain the original email recipient addresses specified when the alerts were set.
* **Set first function after logon** - Select the name of the function you want to see when you first log on to the CloudActiv8 Server.
* **Use Compact Navigation** - If checked, spacing is reduced between items on the navigation panel. Changes take effect after the next logon.
* **Set delay before displaying detail information when hovering over information icon ![](data:image/png;base64,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)** - An ![](data:image/png;base64,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) information icon displays for each ticket row in Ticketing > View Summary and Service Desk > **Tickets.** Hovering the cursor over the icon displays a preview of the ticket. Specify the number of milliseconds to wait before the ticket preview window displays, then click the **Apply** button. Click the **Default** button to set this value back to its default.
* **Set delay before displaying detail information when hovering over agent icon ![](data:image/png;base64,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)** - An agent check-in icon, for example ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAAXCAYAAADgKtSgAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAADj0lEQVRIiZ2Vu28cVRSHv3NmvMbZNbZjyMOxSGE2XgUpFUiwoUxH4QIsCxpI4hRpEA0FaQISooECUkUICacAKYkRSsSfYFtWJKrgt0XcEMCQrCOv5cfMnEMxO7vrtWMQR7p7Vzp3vvnNuech7k6rFa8ttT/KHy8GoZbFkyE3LWtAd+b3hDXUpsy5ayaTvRu/Ly29X9xu5Ugr/MhtCl7d+ACREcVKqIaKgDQdcnAcN4sNncf9phTyX64OU90XLiA9N3ZOq0cfC/5GqNohkhK1GZzxHRxwd2K3LfXgpyhJPqlcLMzUXA344RvVl4KEbzTQV1VARZCaYJW9dHevwSFxxxwMm07IjT5+NzdThx+5TcE2Nr4NRN5SFXbDpa5cqEmqK/fdcHNwH/d8/vzqMFXhq8X25zr7PkT8SqjakcKFoAYPBY4dUvry0KYQG/y2AX9uGpE1K3fMnNhsE5fP/l5/+HnY03XyRTwaCVU7VBpgVSEUKB9VLpUCXn5eaA9gO4Gf/3K+XkiY+sOIHbD0q0QA1Y7YfORo18kfw4D4rOAlEU3DUFsqMNgtfPpKwIm81JOlPYDXjgkvdAZcnnDm1hwkDVc9jFjJ1c6qeTIkqmEWU0FqO1wYDOhvAtdTDOjPCxcGg8bdiKQLENXQk2hIA9Oy0rjExi4Uu/bJwSY71dUEphGa9EVaVgno3k9adpkHWSC0QHfVWre2PpAd/u8me/bs3x743k7z/009Ya2VmJX2VnLww9tJQ467Nworda8palNZpTUfMIeZysHf8UulVplZn8mEuQM2pS5td9wsrjtrYHdnbDFhpbr/C1aqqT8V1CQOcLMYbbujCTppyHzjQLrM4cG6c33W9oVfnzVW1rOG1QhH+qszGkUT2vskt4xwMzbbTNzrfQJ3zvQIbw/snzvvDAhnetJWZtZYcWKbJnLrcGfncr0rSrU6huqbqkLxWWF4oI3zp5RC7umJWY2csQXj1q8Ry09SuGM/+KHCe6vDVBVgdZhqpFw1bNrMOdevjJaCA8EAhTbhYing3AnFzEmw6SiXu5pNpHqeVx58MZeQG8V9/LuFaPOjezvcf2xUtp2oJeyRQWXbuf/YuHJvh+8Xoy0XGU9iLlUWcnPZuQNnaCG00ut9beHpHqH3Ga0Pi0dbxmzFmXgYxRuxzvu/zdBmK15bal/PHy96qGX3ZAjRstA0/WFN3KZw7orJZOdTpv8/rOsGposIn3QAAAAASUVORK5CYII=), displays next to each machine ID account in the CLOUDACTIV8. Hovering the cursor over the icon displays an agent Quick View window. Specify the number of milliseconds to wait before the agent Quick View window displays, then click the **Apply** button. Click the **Default** button to set this value back to its default.
* **Select time zone offset** - Select one of the following time zone offset options, then click **Apply**. See Scheduling and Daylight Savings Time.

###### Use time zone of the browser logging into the system

* + **Use time zone of the CLOUDACTIV8 server** - The time currently shown by your CLOUDACTIV8 browser displays next to this option.

###### Use fixed offset from the CLOUDACTIV8 server <N> hours

###### Set up language preferences

* + **My language preference is** - Select the language you prefer displayed when you're logged into the CLOUDACTIV8. The languages available depend on the language packages installed.
  + **System default language preference is** - Select the default language used by the CLOUDACTIV8 user interface for all users. The languages available depend on the language packages installed. This option only displays for master role users.
  + **Download a Language Package** - Display a dialog box that enables you to download and install language packages. A language package enables the CLOUDACTIV8 user interface to be displayed in that language. This option only displays for master role users.
* **Show shared and private folder contents from all users - Master Admin Only** - If checked, a master role user has visibility of all shared and private folders. For private folders only, checking this box provides the master role user with all access rights, equivalent to an owner.
* **Select display format for long names** - The web pages are designed to display well for typical string sizes. Occasionally data fields contain long names that will not display properly on the web pages. You can specify how long names display as follows:
  + **Limit names for better page layout** - This setting limits the string size to fit well on the web page. Strings exceeding a maximum length are limited with a ... To view the entire name, hover the mouse over the string and a tool tip pops up showing the entire name.
  + **Allow long name wrapping** - Long strings are allowed to wrap within the web page. This may disturb the normal web page layout and names may wrap at any character position.
* **Clear Snooze** - Clears all outstanding task notification messages. Task notification messages are generated for tasks that are assigned to you and for tasks that are past due. Tasks are defined using the Info Center > View Dashboard page.
* **Defaults** - Resets all settings to system defaults for this user.

## Change Logon

###### System > User Settings > Change Logon

The **Change Logon** page sets your CLOUDACTIV8 logon username and password. These preference options apply

*only to the currently logged on* user.

#### Changing Your CLOUDACTIV8 Logon Name and/or Password

To change your logon name and password:

1. Enter a new name in the **Username** field.
2. Enter your old password in the **Old Password** field.
3. Enter a new password in the **New Password** field. Passwords are case-sensitive.

If you would like the system to generate a strong password for you, click **Suggest**. A dialog box displays showing the new password; the new password is automatically entered in the **New Password** and **Confirm Password** fields. Be sure to write it down before clicking OK and closing the dialog box.

1. Confirm the password by re-typing it in the **Confirm Password** field.
2. Enter a **Security Question** and **Security Answer**. This enables you to request a new password if you forget your password.

Clicking the **Forgot Password?** link on the logon page—if activated using the System > Site Customization > Logon Page tab—emails you a link where you can change your password. To change your password, you must have already filled out a **Security Question** and **Security Answer** using System > **Change Logon**

1. Click **Change**.

## Logon Policy

###### System > Server Management > Logon Policy

The **Logon Policy** page sets logon policies that apply to all CLOUDACTIV8 users. Logon policies prevent a brute force break-in to the system. By limiting the successive number of bad logon attempts and disabling rogue accounts for a set amount of time, you can prevent unauthorized access achieved by repeatedly entering random passwords.

#### Specify the bad logon attempt policy

* **Number of consecutive failed logon attempts allowed before disabling** - Specify the number of consecutive bad logons a CLOUDACTIV8 user or Portal Access user is allowed before their account is disabled in the account field. The count is reset to zero after a successful logon.
* **Length of time to disable account after max logon failures exceeded** - Specify the amount of time, in hours or days, that the account is disabled in the field.
* **Minutes of inactivity before a user session expires** - Specify the time period of user inactivity before the user is automatically logged out. Set the number of minutes of inactivity in the field.
* **Prevent anyone from changing their logon name** - Prevent anyone from changing their logon name.
* **Do not show domain on logon page** - Hide the **Domain** field on the logon page.

###### Do not show remember me checkbox on logon - Hide the Remember my username on this computer checkbox on the logon page.

#### Specify password strength policy

Applies to CLOUDACTIV8-authenticated passwords only. Domain-authenticated passwords are not affected by these policies.

###### Require password change every N days

###### Enforce minimum password length

###### Prohibit password reuse for N passwords

###### Require upper- and lower-case alpha characters

###### Require both alpha and numeric characters

###### Require non-alphanumeric characters

#### Update

Press **Update** to apply the settings.

## Logon Hours

###### System > User Security > Logon Hours

The **Logon Hours** page determines *when* users can logon to the CLOUDACTIV8 by specifying the weekdays and hours for each user role. Each day of the week can have different hours of operation set.

#### Select user role

Select a user role to display and maintain its logon hour settings.

#### No Hours Restrictions

If checked, users can logon to the CLOUDACTIV8 at any time and day of the week. Uncheck to enable all other settings.

#### Deny

Denies logon access for the entire weekday.

#### or allow between <12:00 am> and <12:00 am>

Specify the range of time logons are allowed. All times are in the CloudActiv8 Server's time zone. For all day access, set start and end time to the same time.

## Logon Page

The **Logon Page** tab of the **Site Customization** page sets the options displayed when a user logs on.

1. Click the **Edit** button on the **Logon Page** tab. The **Edit Logon Page** dialog displays.
2. The following settings are all optional:
   * **Logo for Logon Page** - Browse to select a custom logon on your local machine or network.
   * **Title** - Enter title text for this environment. The title displays just beneath the logo on the logon page.
   * **Background Image** - Enter the path to a custom webpage. The path must be relative to the

Webpages directory, or relative to the Webpages\Access directory, or a fully-formed URL.

* + **Display System Version on logon page** - If checked, the system version displays.
  + **Display Forgot Password on logon page** - If checked, a **Forgot Password?** hyperlink displays on the logon page. Clicking the **Forgot Password?** link on the logon page—if activated using the System > Site Customization > Logon Page tab—emails you a link where you can change your password. To change your password, you must have already filled out a **Security Question** and **Security Answer** using System > **Change Logon**
  + **Display System Status on logon page** - If checked, the system status displays on the logon page.
  + **Display Customer ID on logon page** - If checked, the customer ID displays on the logon page.

# System and User Logs

Three logs in the **System** module track user-initiated events and system events.

* **User History** - Displays a history, in date order, of every function used by a user. The history also displays any actions captured by the System Log performed by the selected user. The system saves history data for each user for the number of days specified for the **System Log**.
* **System Log** - The **System Log** page logs events that cannot be tracked by machine ID, for a specified time period. *This log captures events not contained in any of the agent logs.*
* **Application Logging** - Controls the logging of application activity on the application server. This function is only visible to Master role users.

# Learning More

PDFs are available to help you QuickStart your implementation of **Virtual System Administrator™**. They can be downloaded from the **first topic in the CLOUDACTIV8 online help.**

If you're new to **Virtual System Administrator™** we recommend the following QuickStart guides:

1. Getting Started
2. User Administration
3. Agent Configuration and Deployment
4. Live Connect, CloudActiv8 Remote Control, Quick View, User Portal
5. Monitoring Configuration
6. Custom Reports